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1. Purpose:

The use of Body Worn Cameras (BWC) is an effective tool a law enforcement agency
can use to demonstrate its commitment to transparency, ensure the accountability of its
members, increase the public’s trust in officers, and protect its members from unjustified
complaints of misconduct. As such, the San Francisco Poliee, Department is committed
to establishing a BWC program that reinforces its responsibility for protecting public and
officer safety. The purpose of this Department Gene der is to establish the policies
and procedures governing the Department’s BWC p 1 and to ensure members’

performance evaluations, and tO’\::
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course and
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and all recorded data from the BWC are
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outlined in this order.

. PROGRAM ADMINISTRATOR. The Risk Management Office (RMO) is the
BWC’S program administrator. The duties of the RMO include, but are not limited

1. Tracking and'maintaining BWC inventory

2. Issuing and replacmg BWCs to authorized members

3. Granting security access to the computer server

4. Monitoring retention timeframes as required by policy and law

5. Complying with Public Record Act (PRA) requests and all court record requests

6. Conducting periodic and random audits of BWC equipment and the computer

server

7. Conducting periodic and random audits of BWC recordings for members’

compliance with the policy




III. Procedures:

A. Set Up and Maintenance.

Members shall be responsible for the proper care and use of their assigned BWC and
associated equipment.

1. Members shall test the equipment at the beginning of their shift and prior to
deploying the BWC equipment to ensure it is working properly and is fully charged.

2. If the member discovers a defect or that the equipment is:malfunctioning, the member
shall cease its use and shall promptly report the probl his/her Platoon
Commander or Officer in Charge.

3. If the member discovers that the BWC is lost or/stolen;
memorandum though the chain of command. emorializi
accordance with Department General Or
Department Property.

4. If the member’s BWC is damaged, def

shall facilitate a replacement BWC as so

e member shall submit a
‘the circumstances, in

ed mounted correctly if it is
g positions.

mounted in one of the Depart“

B. Notification and C

mmunications that he or she could
Iso People v. Lucero 190 Cal. App. 3d

C. Authorized Use.

All on-scene members equipped with a BWC shall activate their BWC equipment to
record in the following circumstances:

1. Detentions and arrests

2. Consensual encounters where the member suspects that the citizen may have
knowledge of criminal activity as a suspect, witness, or victim, except as noted in
Section 111, D.

5150 evaluations

Traffic and pedestrian stops

AW




Vehicle pursuits
Foot pursuits
Uses of force
When serving a search or arrest warrant
Conducting any of the following searches on one’s person and/or property:
a. Incident to an arrest
b. Cursory
c. Probable cause
d
e

LN

Probation/parole
. Consent
f. Vehicles
10. Transportation of arrestees and detainees
11. During any citizen encounter that becomes hostile
12. In any situation when the recording would be:
13.0nly in situations that serve a law enforcem

ble for evidentiary purposes

D. Prohibited Recordings.

ninary investigation:
dential informants and

Situations that could compro
undercover operatives
3. Strip searches

However, a memb

ed, members shall continue using the BWC until their

ncluded to ensure the integrity of the recording, unless the
icted by this policy. Members shall deactivate the BWC

in the following circ :

1. When discussing sensitive tactical or law enforcement information away from the
citizen

2. After receiving an order from a higher ranking member

When recording at a hospital would compromise patient confidentiality

4. When gathering information from witnesses or community members, and the
officer has a reasonable and articulable concern that a BWC would inhibit
information gathering efforts

o8]




In cases when a member deactivates a BWC, the member shall document the reason(s)
for deactivation as outlined in Section III, G, DOCUMENTATION.

F. Viewing BWC Recordings.

1. A member may review a BWC recording on his/her assigned device or on an
“authorized computer for any legitimate investigatory purpose, including but not
limited to, preparing an incident report, preparing statements, conducting a follow-up
investigation, or providing testimony, except when the member is the subject of the
investigation in any of the following circumstances that were captured by the BWC:
a. An officer-involved shooting or in-c ~death,
b. Criminal investigation '
c. At the discretion of the Chief

subject to the discretion of the Chief o
in the listed incidents are, at the outset

Nothing in this secti
role in these invest

> recording prior to the conclusion of an event, the
son(s) for terminating the recording in CAD, an 1n01dent
‘a2 memorandum.

member shall doc¢ument the
report, a written stater

If a higher ranking member orders a subordinate member to deactivate. the BWC, the
higher ranking officer shall document the reason(s) for the order in CAD, an incident
report, a written statement or a memorandum.

If a member reactivates the BWC after turning the equipment off, the member shall
document the reason(s) for restarting the recording in CAD, an incident report, a written
statement or a memorandum.




If a member determines that officer or public safety would be compromised if a BWC
were activated during an incident requiring its use, the member shall document in CAD,

an incident report, a written statement or a memorandum the reason(s) for not using the
BWC.

H. Storage and Use of Recordings.

1. A member who has recorded an event shall upload the footage prior to the end of
his/her watch unless instructed to do so sooner by an assigned investigator or a
superior officer. If the member is 1) the subject of the investigation in an officer-
involved shooting or in-custody death; 2) the subjec criminal investigation; or 3)
at the discretion of the Chief of Police or his/her d ¢e, the commanding officer
shall take immediate physical custody of the ¢ d:take responsibility for
uploading the data.

2. When uploading recordings to the co
BWC recording with the incident repo
and the appropriate incident category tltle
retained and to comply with local

social media Inte
officer of the RM

10ther person involved in the investigation,
letion of an 1nvest1gat10n or

assigned the incident recorded by the BWC, or the commanding officer of -
the RMO shall have the authority to permit the duplication and
distribution of the BWC files.

b. Any member requesting to duplicate or distribute a BWC recording shall
obtain prior written approval from the officer-in-charge or the
commanding officer of the unit assigned the investigation, or the
commanding officer of the RMO.

c. Duplication and distribution of BWC recordings are limited to those who
have a “need to know” and a “right to know” and are for law enforcement




purposes only. The Department shall maintain a log of access, duplication
and distribution.

d. When releasing BWC recordings, members shall comply with federal,
state and local statutes and Department policy.

2. Non-Departmental Requests:

a. The Department shall accept and process PRA requests in accordance with
the provisions of federal, state and local statutes and Department policy.
b. Members shall provide discovery requests related to the rebooking process

is stored.
c. When requested by the OCC, m
the BWC recordings consiste
protocol policy on OCC rout

J. Retention.

"all BWC recordings ;'%or a
nay be erased, destroyed or

rovision of this policy, a BWC recording may be saved
iod of time as part of a specific case if deemed relevant to

3. A member may any BWC recording without prior authorization. The
member seeking to delete a recording shall submit a memorandum to his/her
Commanding Officer requesting to delete footage from a BWC file and shall make an
entry of the request in the appropriate case file, if applicable. The Commanding
Officer shall then forward the memorandum to the Commanding Officer of the RMO
for evaluation and appropriate action.

4. Subject to the above limitations, members of the RMO are authorized to delete BWC
recordings in accordance with the Department’s established retention policies on
BWC recordings or when directed by the Commanding Officer of the RMO.




5. The Department shall retain permanently all records of logs of access as set forth in
I.1.3 and deletion of data including memorandums as set forth in J.3 and J.4 from the
BWC.

K. Accidental or Unintentional Recordings.

If a BWC accidentally or inadvertently captures an unintended recording, the member
may submit a memorandum through the chain of command specifying the date, time,
location and a summary of the unintentionally recorded event, This memorandum shall
be forwarded to the Commanding Officer of the RMO ‘evaluation and appropriate
action.

L. Discovery of Potential Misconduct during Authorized Re

BWC and should review only those recordi
member discovers potential misconduct dur
report the potentlal misconduct t
the provisions of Department Gé;
L.A.4. Nothing in this procedure pt
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